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limited to user IDs, passwords, or other mechanisms that allow them to gain access to university

information technology resources.

3. This policy applies to all Binghamton University's computing and netr l







To investigate possible misuse of e-mail when a reasonable suspicion of abuse exists or in

conjunction with an approved investigation.

5. E-mail messages sent/received in conjunction with University business may:

Be considered state records under applicable state regulations;

Be releasable to the public under the Freedom of Information Law;

Require special measures to comply with the Personal Privacy Protection Law.

6. All E-mail messages including personal communications may be subject to discovery proceedings

in legal actions.

VI. Sanctions

Violators of this policy may be subject to immediate suspension of services by Information

Technology Services and to the existing student or employee disciplinary procedures of Binghamton

University. Sanctions may include the loss of network access and computing privileges. Illegal acts

involving Binghamton University's computing resources may also subject users to subpoena and

prosecution by commercial enterprises, local, state and/or federal authorities.


