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6. Attempting to modify in any way a program or digital media which the University supplies for any
type of use at its sites is prohibited.

7. No person shall knowingly run or install on any of the University’s computer systems, or give to
another, a program which could result in the eventual damage to a file, computer system, or
information network, and/or the reproduction of itself. This is directed towards, but not limited to,
the classes or programs known as computer viruses, Trojan horses, and worms.

8. No person shall attempt to circumvent data protection schemes or uncover security loopholes.

9. All persons shall abide by the terms of all software licensing agreements and copyright laws. In






