
 

Responsible Executive: 
Chief Information Officer nd other devices connected to those networks, and the resources made available 

thereby. The University of Notre Dame acquires, develops, and maintains information 
technology resources to support the University’s instruction, research, and service missions; 
University administrative functions; student and campus life activities; and the free exchange of 
ideas among members of the University community and between the University community and 

Occasional non-commercial personal use of Notre Dame’s information technology resources is 
permitted (see Section 2.4 below). This Policy is intended to be an addition to existing 
University rules and regulations, and does not supersede or modify any other University policy, 
rule, or regulation. 

 

 

 
When using Notre Dame’s information technology resources, users must: 

 

2.1 Comply with all federal, Indiana, and other applicable law; all generally applicable 
University rules and policies; and all applicable contracts and licenses. Users must use 
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communications, without notice, unless otherwise prohibited by law. The University may 
inspect such information technology resources under circumstances when the University 
determines inspection is necessary, including but not limited to the following: 
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stewardship. 
 

Enforcement Decisions about whether a particular use of information technology 
resources, or a particular access or use of ESI conform to this Policy 
shall be made by the Provost’s Office if the use involves faculty; by 
the Registrar’s Office if the use involves students; and by the Office 
of Human Resources if the use involves staff. All decisions shall be 
made in consultation with the Chief Information Officer to ensure 
consistency. 

 

Violations The University considers any violation of this Policy to be a significant 
offense and reserves the right to disconnect systems from the Notre Dame 
network and suspend violators’ use of information technology resources 
and/or access to information stored or managed by the University. 
Violations of this Policy will subject violators to the regular disciplinary 
processes and procedures of the University that apply to students, faculty, 
and staff, and may result in loss of their computing privileges and other 
measures, up to and including expulsion from the University or loss of 
employment. Illegal acts involving University information technology 
resources may also subject violators to prosecution or other sanctions by 
local, state, or federal authorities. 

 

 

 
Policy or Document Web Address 
Academic Articles 
Section 2/Academic 
Freedom 

http://facultyhandbook.nd.edu/governance/ 

Academic Honor Code http://www.nd.edu/~hnrcode/docs/handbook.htm 

Copyright Policies 
(Copyright Matters) 

http://www.nd.edu/copyright/ 

Discriminatory 
Harassment Policy 

http://www.nd.edu/~equity/discriminatory_harassment/ 

Ethical Conduct Policy http://policy.nd.edu/policy_files/EthicalConductPolicy.pdf 

Highly Sensitive 
Information Handling 
Standards 

http://oit.nd.edu/policies/itstandards/infohandling.shtml 

Information Security 
Incident Response Policy 

http://policy.nd.edu/policy_files/InformationSecurityIncidentRespo 
nsePolicy.pdf 

Intellectual Property 
Policy 

http://or.nd.edu/technology-transfer/for-faculty/intellectual- 
property-policy/ 

5. RELATED DOCUMENTS 
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Searches of University 
Property/Personal 
Belongings 

http://hr.nd.edu/nd-faculty-staff/forms-policies/searches-of- 
university-property-personal-belongings/ 

Sexual Harassment 
Policy 

http://www.nd.edu/~equity/sexual_harassment/Policy.shtml 

Strong Password 
Standard 

http://oit.nd.edu/policies/itstandards/strongpassword.shtml 

 
 

 
Subject Office or Position Telephone Number Office Email 

mailto:cio@nd.edu
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APPENDIX A: DATA STEWARDS 
   

Registrar Chuck Hurley Students, Courses, Grades 

Enrollment  Sue Brandt 
(Designate: Amy Chisholm) 

Undergraduate Admissions (Recruitment and 
Application), Financial Aid, Student Accounts, 
Pre-College 
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